
Vendor Oversight Checklist
14 Jul 2025 Complete

Score 18 / 23 (78.26%) Flagged items 6 Actions 1

Date 14.07.2025 13:00 PST

Prepared By Augusta Bahringer

Department Production Department

Vendor Name Shawnee Kansas Semiconductor

Vendor Type Other

Indicate vendor type below. Supplier

Review Frequency Quaterly
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1.Flaggeditems&Actions

Flagged items & Actions 6 flagged, 1 action

Flagged items 6 flagged, 0 actions

Vendor Operation Information / Regulatory and Legal Compliance

Does the vendor hold all required licenses and certifications? No

While Shawnee Kansas Semiconductor has all the licenses, their representative cannot show them during
this inspection

Vendor Operation Information / Health, Safety & Labor Compliance (for contract labor vendors)

Have operations been free of reportable incidents in the
past 6 months? No

Vendor Operation Information / Performance & Risk Management

Have all corrective actions and risks issues been resolved? No

Vendor Operation Information / Performance & Risk Management

Are corrective actions tracked and closed in a timely
manner? No

Vendor Operation Information / Documentation & Audit Readiness

Are all required documents stored and accessible? No

Vendor Operation Information / Documentation & Audit Readiness

Is the vendor prepared for a regulatory or customer audit? No

Other actions 1 action

Vendor Operation Information / General Vendor Information

Has the vendor signed a valid contract or agreement? Yes

To do | Priority: Medium | Due: 25.07.2025 13:33 PST | Created by: SafetyCulture Staff

Retrieve Contract and Related Documents
Hi Norwich, please provide the contract and other supporting documents and put them on my
desk on Wednesday for review
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2.VendorOperationInformation-16/21(76.19%)

Vendor Operation Information 6 flagged, 1 action, 16 / 21 (76.19%)
2.1.GeneralVendorInformation-3/3(100%)

General Vendor Information 1 action, 3 / 3 (100%)

Is the vendor’s contact information up to date? Yes

Has the vendor signed a valid contract or agreement? Yes

To do | Priority: Medium | Due: 25.07.2025 13:33 PST | Created by: SafetyCulture Staff

Retrieve Contract and Related Documents
Hi Norwich, please provide the contract and other supporting documents and put them on my
desk on Wednesday for review

Is the vendor classified under the correct risk level? Yes
2.2.RegulatoryandLegalCompliance-2/3(66.67%)

Regulatory and Legal Compliance 1 flagged, 2 / 3 (66.67%)

Does the vendor hold all required licenses and certifications? No

While Shawnee Kansas Semiconductor has all the licenses, their representative cannot show them during
this inspection

Is the vendor compliant with industry regulations (e.g., ISO,
OSHA, GDPR)? Fully Compliant

Has the vendor completed a compliance audit in the last 12
months? Yes

2.3.DataProtection&Cybersecurity(forITvendors)-3/3(100%)

Data Protection & Cybersecurity (for IT vendors) 3 / 3 (100%)

Does the vendor have a formal data security policy? Yes

See attached copy of the policy.
Shawnee Kansas Semiconductor Data Security Policy.pdf

Are encryption and access control standards in place? Yes

Has the vendor maintained security without any breaches
for the past 12 months? Yes

2.4.Logistics&OperationalPerformance(forlogisticsvendors)-3/3(100%)

Logistics & Operational Performance (for logistics vendors) 3 / 3 (100%)

Does the vendor consistently meet delivery timelines? Always

Are fleet and equipment maintenance logs available? Yes

Has the vendor maintained operations without disruptions
(e.g., strikes, system outages) in recent months? Yes

2.5.Health,Safety&LaborCompliance(forcontractlaborvendors)-2/3(66.67%)
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https://api.safetyculture.com/exports/attachments/v1/b34d5dd7-14c1-4de9-9da0-abcc44402057/a39fe65f-1e81-4815-af8e-8391097dffb3?media_type=3&mediaToken=3661c0d52049387038f63a0900197fe5675add6f1966a264d74fa40a2123edbc&region=au


Health, Safety & Labor Compliance (for contract labor vendors) 1 flagged, 2 / 3 (66.67%)

Are all laborers properly trained and certified? Yes

Does the vendor provide required PPE and safety protocols? Rarely

Their third-party service provider fixing their ventilation does not observe PPE use while their technicians are
in the premises of Shawnee Kansas Semiconductor.

Photo 1

 

Have operations been free of reportable incidents in the
past 6 months? No

2.6.Performance&RiskManagement-1/3(33.33%)

Performance & Risk Management 2 flagged, 1 / 3 (33.33%)

Has vendor performance been evaluated against KPIs or
SLAs? Yes

Have all corrective actions and risks issues been resolved? No

Are corrective actions tracked and closed in a timely
manner? No

2.7.Documentation&AuditReadiness-2/3(66.67%)

Documentation & Audit Readiness 2 flagged, 2 / 3 (66.67%)

Are all required documents stored and accessible? No

Is the vendor prepared for a regulatory or customer audit? No

Are vendor records reviewed and updated regularly? Yes

4/6



3.CompletionPage

Completion Page  

Next Review Date 13.10.2025 08:00 PST

Reviewer's Signature

Augusta Bahringer
18.07.2025 16:45 PST

See my summary of the vendor oversight conducted.
Shawnee Kansas Semiconductor Vendor Oversight Summary.pdf

Approved by (if applicable)

Margaretta McCullough
18.07.2025 16:46 PST

See my assessment of the oversight this quarter.
Shawnee Kansas Semiconductor Vendor Oversight Q2 Assessment.pdf
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https://api.safetyculture.com/exports/attachments/v1/b34d5dd7-14c1-4de9-9da0-abcc44402057/f42abb77-236b-4ee5-80bc-4fbe1703665e?media_type=3&mediaToken=23c8d7991740652d1a9af16f8912a0af82ae8af9b1558c3265fc752deb942fce&region=au
https://api.safetyculture.com/exports/attachments/v1/b34d5dd7-14c1-4de9-9da0-abcc44402057/fd90eb25-7d01-4868-954f-0960328c5917?media_type=3&mediaToken=8f25a243713e1ea80b38d2e72ac0bc917de8bbe51d7346a00098d66e068455b4&region=au


4.Mediasummary

Media summary  

Photo 1
4.1.

File summary

Shawnee Kansas Semiconductor Data Security Policy.pdf
Shawnee Kansas Semiconductor Vendor Oversight Summary.pdf
Shawnee Kansas Semiconductor Vendor Oversight Q2 Assessment.pdf
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